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The paper deals with the analysis and improvement of existing methods of 

character recognition to determine the authenticity of a personal signature. To do this, 
using neural networks, learning opportunities and increasing the accuracy of which, 
can effectively solve the problems of definition in terms of diversity and inaccuracy of 
handwritten signatures. The recognition system trains on the basis of repeated input of 
personal signatures and establishes the corresponding weights of the neural network. 
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USING CHARACTER RECOGNITION METHODS TO DETERMINE THE 
AUTHENTICITY OF A PERSONAL SIGNATURE 

 
Relevance of the research. For many years, signatures are a prerequisite for 

recognizing the truth of a person's personality in biometric systems of control and 
access control. The main advantage of using signature recognition as a verification 
method is the fact that most modern portable computers and electronic devices already 
allow the use of handwriting data, so there is no need to create fundamentally new 
devices for biometric information collection. At the same time, there are very few 
systems for recognition that can provide a high accuracy of recognition, while 
maintaining an acceptable level of efficiency. 

Target setting. The lack of character recognition methods that could provide 
sufficiently high recognition accuracy for determining the authenticity of a signature. 

Actual scientific researches and issues analysis. In recent years, there are more 
and more articles devoted to the verification of personal signature, in particular, due to 
the emergence of new methods for character recognition using neural networks. 
However, the proposed methods do not show sufficient effectiveness to meet the 
objectives. 

Uninvestigated parts of general matters defining. This article is devoted to the 
study, analysis and improvement of existing methods of character recognition. The 
research is focused on applying the resulting methods using neural networks. 

The research objective. The task is to improve the existing methods of character 
recognition, create a model, repeatedly entering personal signatures will identify the 
signature that belongs to the owner in the process of training the neural network. 

The statement of basic materials. To work with the definition of the authenticity 
of signatures, a convolutional neural network was chosen. This network is 
characterized by high performance and accuracy in working with images. Due to the 
convolutional layer of the neural network, the goal is achieved, the input parameters 
for the multilayer perceptron obtained across the entire image area. The training of this 
network occurs by the method of back propagation of the error, it makes it possible to 
configure the network by setting a new learning example each time. This will allow 
using this network to classify the signature and assign it to its class. 

Conclusions. Instead of the usual recognition by a multilayer perceptron, a 
convolutional neural network was used, which made it possible to improve the 
accuracy of the signature analysis. As the number of training samples increases, the 
probability of recognition increases accordingly. Therefore, with a large number of 
images, you can achieve a good recognition accuracy. But, on the other hand, this leads 
to a large expenditure of time for training, and the possibility of getting a malfunction. 
The question of increasing the effectiveness of this method requires more detailed 
study.   
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